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CYBERSECURITY SERVICES
Security all the way down.

With the continued evolution of technologies and migration towards cloud 
environments, there is an increased need for extensive, comprehensive, and cost-
effective approaches to cybersecurity services. LATCH provides long-term 
cybersecurity, compliance, and remediation solutions by incorporating senior 
leadership, information security professionals, and best practices to support security 
assessments, system compliance, cybersecurity policy, and cybersecurity training. 

RMF AND ATO SUPPORT
Our cybersecurity analysts develop and update 
security policy and security documentation 
through continuous collaboration with 
technical and functional stakeholders. We 
support Certification and 
Accreditation/Assessment and Authorization 
activities by assembling security authorization 
packages, security plans, security assessment 
reports, and Plans of Actions and Milestones. 

IDENTITY AND ACCESS MANAGEMENT
Identity management safeguards information 
assets against the rising threats of 
ransomware, criminal hacking, phishing and 
other attacks.  To promote automation within 
the IT security and access infrastructure that 
results in efficient, integrated workflows, our 
services allow organizations to standardize 
and automate many daily tasks that impose 
stress, password fatigue, and wasted time on 
users and administrators.

TESTING AND CONTROLS
Our cybersecurity engineers engage with 
development, O&M, and change management 
teams, manage security testing tools, and 
provide response support during security 
incidents. We configure and test security 
controls in on-premise and cloud systems. We 
help customers sustain secure and resilient 
systems by planning, optimizing, and 
engineering security solutions.

CYBERSECURITY TRAINING
An organization’s employees remain the first 
line of defense in protecting information 
assets and data. Our cybersecurity training 
support services use the Agile ADDIE model 
of training development to rapidly iterate on 
cybersecurity training tailored for system 
owners, stakeholders, and technical staff. We 
conduct extensive data collection such as task 
observation, technical document research, and 
direct collaboration with cybersecurity roles.
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